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Approved CIF ERM Framework (Remaining actions) 

Presenter
Presentation Notes
The majority of the work has been done, few items are pending
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ERM Environment – Roles and Responsibilities   
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Risk Management is a shared responsibility 

Presenter
Presentation Notes
The Committees identify the top risks and specific tolerances for each risk on an annual basis. It is their responsibility to report on the effectiveness of risk management activities. 

The MDB Committee serves as a forum to ensure effective operational coordination and MDB harmonization. Chaired by the CIF Administrative Unit, it provides pipeline oversight, makes recommendations on the activity cycle for approval by the CTF / SCF Committees, and monitors progress in the implementation of CIF programs. The CIF Administrative Unit and the Trustee provide the infrastructure of the CIF ERM program. Their primary responsibilities are designing, implementing, and maintaining capabilities, and providing guidance to countries and MDBs as needed. 

The countries and MDBs are responsible for evaluation and management of program/project level risk at the country level, including providing the Committees with adequate information to ensure that the CIF portfolio is managed efficiently.
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CIF Tier 1 Risk Summary 

Risk 
Area ID Risk Name Tolerance Probability Impact 

St
ra

te
gi

c 

1 Committees may not make risk informed 
decisions 

  3 2.5 

2 Inability to deliver the expected 
transformational impact  

(GHG savings for CTF, other goals for SCF) 

  2 3 

3 Suboptimal use of CIF funds   3 3 

Fi
na

nc
ia

l 4 Portfolio losses exceed tolerances   1 1 

5 Asset & Liability Mismanagement   2 3 

O
pe

ra
tio

na
l 6 Misuse of funds or other problems with 

project implementation 
  1 3 

7 Misalignment between sources and uses of 
funds 

  3 3 

Presenter
Presentation Notes
Tolerance column is blank, tolerances listed on following slide
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CIF ERM Tier 1 Risk Tolerances Definitions   

 
• High: Committee members accept that the risk may occur, 

given the nature of the portfolio  
 

(denoted by      )   
 

• Moderate: Committee members are willing to accept that the 
risk may occur, however, efforts should be undertaken to 
mitigate the risk  

(denoted by       ) 
 

• Low: Committee members are unwilling to accept the risk; 
every effort should be made to mitigate the risk 

 
(denoted by      )  
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CIF CTF ERM Tier 1 Risk Tolerances Obtained To Date   
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Plan of Recommended Actions – Strategic risks 

Enhance pipeline 
analysis and reporting 

Enhance financial 
analysis and reporting 

 Implement portfolio 
reporting process 
 

 

Portfolio View 
 Integrate into the 

Results Framework 

Develop process for 
Lead MDB/country to 
provide programmatic 
assessments 

Develop process to 
inform Committees 

 

 

Transformation Impact Use of Funds 
Enhance MDB 

Committee dashboards 

 Implement over-
programming 
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Plan of Recommended Actions – Financial 

Develop credit/default loss 
 analysis 

Develop investment loss analysis 
 

Integrate with Portfolio Dashboard 

 

 

Losses 
Develop minimum liquidity 

requirement analysis and reporting 

Develop interest risk analysis and 
reporting 

Develop foreign exchange rate 
analysis and reporting 

Asset Liability Mismanagement 
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Plan of Recommended Actions – Operational 

Determine policy and timelines to 
inform Committees on misuse of 
funds or other problems with 
project implementation  

Determine process to inform 
Committees  

 

 

Misuse of Funds or other 
problems with project 

implementation  
Enhance pipeline reporting to 

include estimates of term buckets 
 
 

Develop MBD Committee 
process to estimate terms for 
more effective use funds based 
on funding constraints 

Misalignment between sources 
and uses of funds  
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Plan of Recommended Actions - Overall 
Joint Committee 

• Approve Tier 1 Risks 
• Reach consensus on tolerances  

 

CIF Administrative Unit, MDBs, Trustee 
• Finalize an integrated plan of recommended risk actions 
• Develop ERM annual assessment process and implement the ERM 

program  
• Develop process for the on-going monitoring of triggers 
• Continue to develop Tier 2 risks and risk actions 
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